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Abstract: A new way of handling secure medical data is introduced through the integration of blockchain and 

Hyperledger Fabric in the healthcare sector. To ensure data privacy, interoperability, and ac- curacy in medical 

reconciliation, this research proposes an Electronic Health Record system based on blockchain. The solution is 

secure and accessible while allowing for safe patient-centered data sharing by utilizing smart contracts and 

cryptographic methods. The system employs Ethereum for execution of smart contracts, IPFS for decentralized 

storage, and Hyperledger Fabric for permis- sioned access. The proposed paradigm enhances security and offers 

robust protection against online attacks using post-quantum encryption and zero-knowledge proofs. The 

experimental study proves enhanced transaction efficiency, reduced latency, and higher trust among healthcare 

stakeholders. The research focuses on how blockchain can revolutionize healthcare by facilitating security, trans- 

parency, and seamless interoperability among organizations. 
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1. Introduction 

A category of distributed ledger technology that keeps data and transactions safe secure is called blockchain. It 

implies that a third party, like the bank or the govern ment, is not required to authenticate or track transactions. 

Use cases of this technology were mainly developed for digital currencies such as Bitcoin, today used widely 

throughout the world. A blockchain is made by connect ing blocks of data through cryptographic hashes. Each 

block consists of time stamp, including reference to the previous block, and the data or transaction itself. Placing 

data onto a blockchain makes it virtually impossible to hack or manipulate. 

Public Blockchain: Anyone can join a public blockchain by sending messages or validating transactions. The ex 

amples include Bitcoin and Ethereum. Public blockchains are secure, but problems with scale and speed of trans 

action processing might occur. 

Private Blockchain: This is a closed system that on its own utilized via specific set of individuals or institutions. 

They have faster processing speed, more privacy, and more control. Examples include R3 Corda and Hyper ledger 

Fabric. 

 

Figure 1: Blockchain 
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Consortium Blockchain: In many ways, a consortium blockchain is a compromise between private and public 

blockchains. For some industrialspecific applications, its centralization across multiple firms makes it more 

efficient and safer. Quorum is one such example, while Multichain are the rest. 

3.1. Blockchain in Healthcare 

Blockchain is of huge potential in the healthcare arena and has various benefits, including: Untamperable Record: 

Healthcare information can’t be edited or changed with the use of the immutable record blockchain. It also applies 

encryption to guard sensitive patient infor mation. Decentralized: Because blockchain keeps medical information 

on several nodes, it is safer and more secure. It could also enable the different healthcare systems to work together 

better. Patient control: Patients have full privacy by deciding who can access or share their health information for 

research. For instance, smart contracts can make healthcare systems more efficient by automat ing processes such 

as claims processing and consent man agement. Since all transactions on blockchain are trace able and visible, it 

offers a solid audit trail. Due to this approach, several papers that address related topics have been published. 

Paper is one such view. 

3.2. Hyperledger in the HealthCare 

There are more pressing problems confronting the health care industry, such as fraud, interoperability, privacy, 

and security. There is a critical need to ensure that sensitive medical information can still be handled in a secure 

and transparent manner as healthcare facilities increasingly go digital. In response to these needs, the Linux Foun 

dation’s opensource Hyperledger project offers a set of blockchain frameworks. In this thesis, Hyperledger has 

been studied to provide new insights into healthcare ad ministration, such as safe data access, high system inter 

operability, pharmaceutical supply chain, monitoring pa tient consent in clinical trials, and insurance claims. Tech 

nology can transform the healthcare sector. But since most companies have used legacy systems to meet differ 

ent types of regulatory compliance over the last several decades, Hyperledger still has challenges in terms of adop 

tion within the healthcare sector, especially when it comes to the budget and learning more about how this can 

alter the future and how to interact with these new systems. Hospitals, insurance firms, drug companies, and 

private individuals are merely a few of the several stakeholders within the complex healthcare environment. They 

need strong and secure systems able to handle confidential data between organizations in order to achieve this. 

Data si los, noninteroperability, and fraud exposure are the fea tures of conventional corporate systems. These 

issues are solved by blockchain technology, i.e., Hyperledger, which relies on a decentralized permissioned ledger 

to save data and perform transactions. We will introduce Hyperledger in this chapter and elaborate on its 

applicability to the core issues of the healthcare industry. 

3.3. Uses of Hyperledger Frameworks in the Healthcare Industry 

Hyperledger Fabric An enterprisegrade modular per missioned blockchain platform for health solutions is 

known as Hyperledger Fabric. Thus, scalability, flexibil ity, and privacy are provided, allowing several healthcare 

organizations to implement it in pharmaceutical supply chains, patient consent solutions, and administration of 

medical records. 

Hyperledger Indy For identity, Indy is a pluggable blockchain that is crossplatform. In healthcare, this is 

important for ensuring patients are able to easily and securely keep their identities and not allow unautho rized 

individuals to access important health information. Through its interaction with healthcare organizations, Indy 

allows patients to own their digital identities. 

Hyperledger Sawtooth Pluggable consensus modules are a hallmark of the scalable Hyperledger Sawtooth plat 

form. Its scalability renders it a great candidate for enterpriselevel healthcare transformation, from the com 

plexities of managing pharmaceutical supply chains to handling large insurance claims. It can be specialized to 

meet the requirements of specific healthcare applications due to its structure. 
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3.4. ZeroKnowledge Proofs, Smart Con tracts and PostQuantum Security: A NextGeneration AIBlockchain 

Framework for Secure Healthcare Systems 

Developed an extensive architecture for patientcentered and safe management of healthcare with Hyperledger 

Fabric during the COVID19. Focus of plan was on ef ficient management of healthcare resources and patient data. 

There after improvised the practical byzantine Fault Tolerance agreement protocol in Hyperledger Fabric using 

simultaneous learning. The throughput and scala bility of the blockchain network were noticeably improved with 

this change, making it even more effective for large scale healthcare applications. The experiments together show 

how Hyperledger Fabric’s potential and flexibility can revolutionize and improves healthcare systems by en 

hancing data security, access control, and performance via postquantum security approaches, smart contracts, and 

zeroknowledge proofs. 

2. Literature Review 

Yi Chen, et al. (2018) provide a blockchain solution for storing and sharing one’s personal medical figures se 

curely, solving the privacy issue in the healthcare sector. The system is proposed to attach blockchain with cloud 

storage to manage medical records while retaining decen tralization, verifiability, and immutability. 

Igor Radanovic, et al. (2018) Blockchain is a ho mologous network that securely stores the transactions as well 

as resources in a decentralized system. Initially developed for use with cryptocurrencies and digital con tracts, it 

has good use in healthcare, like electronic health records, biomedical research, health insurance, & supply of drug 

management. 

Susel Gongora Alonso, et al. (2019) It includes the ongoing research on blockchain in eHealth, with stress on 

emerging trends and future research areas. Out of total 84 publications examined, only 18 were considered highly 

relevant. These studies demonstrate the ability of blockchain to facilitate improved data sharing and sup port 

precision medicine, leading to better health conse quences and disease prevention. 

Dong Chong Li, et al. (2019) Hyperledger Fabric addresses these challenges by delivering a permissioned 

blockchain tailored for businesses, combining security and efficiency. This paper reviews Hyperledger 

technologies and their potential for enterprise applications. 

Francesco Girardi, et al. (2020) New patient health records seek to shift medical practice from experience to 

evidencebased, enhancing communication between providers and patients. They facilitate sharing and ac cess to 

medical information, informing Ambient Assisted Living technologies and disease management tools. This paper 

examines the issues of handling and securing health data in this application. 

Charalampas Stamatellis, et al. (2020) This work presents PREHEALTH, a privacyenhancing EHR man 

agement system based on Hyperledger Fabric and Iden tity Mixer (Idemix). The solution provides decentralized, 

secure storage with patient anonymity and unlinkability. Performance testing verifies its efficiency and scalability 

for realworld deployment. 

Anton Hasselgren, et al. (2020) The article me thodically analyses 39 peerreviewed articles studying blockchain 

applications within health services, sciences, and education. Observations point out its application within 

Electronic and Personal Health Records in order to reinforce access control, interoperability, data integrity, and 

provenance. Ethereum and Hyperledger Fabric are the leading platforms used. 

Muueen Uddin, et al. (2021) Electronic Health Records (EHR) systems support worldwide sharing of healthcare 

data but are challenged in security, privacy, and access control. In this research, a Blockchainenabled Hyperledger 

Fabric Architecture is proposed to overcome these challenges. Secure communication is established through 

channels, and stakeholders are enrolled with dis tinct digital certificates through the Membership Service Provider. 

These Chaincodes monitor EHR transactions to provide secure, transparent, and immutable data ex change. The 

system improves interoperability, scalability, and reliability for EHR integration among healthcare in stitutions. 

Lei Li, et al. (2021) Medical information, such as sen sitive patient records, are confronted with issues like re 

stricted sharing, tracing difficulties, and privacy threats, resulting in inefficiencies and security issues. This paper 

suggests a blockchainbased environment based on con cept of Hyperledger Fabric including Interplanetary File 
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System to solve these problems. The solution provides secure storage, secure sharing of medical records, and 

eliminates trust problems between medical organizations. Access control mechanisms are employed to safeguard 

pri vacy, offering a comprehensive method to overcome chal lenges of traditional data separation in healthcare. 

Zeqi Leng, et al. (2021) Hyperledger, among most forefronts consortium blockchain technology is more used in 

hospital information systems because of its highlevel access control, pluggable agreement and highrate perfor 

mance of the transactions. This review evaluates 222 re cent studies of Hyperledger for healthcare applications in 

four domains like medical records, drug traceability, med ical images etc. Solutions are compared under traceabil 

ity, monitoring, security, and privacy. Future prospects involve research of DNA, sharing of pathological image, 

machine learning and protein folding which shows the po tential of Hyperledger in improving healthcare systems. 

Vinodhini Mani, et al. (2021) This research solves for privacy, security, and scalability issues in blockchain 

based healthcare systems by introducing Healthcare Data Management which is Patient Centric. This system pro 

cesses hashes of the health records onchain within Hy perledger Fabric while keeping actual data encrypted off 

chain within the decentralized InterPlanetary File System (IPFS). Patient privacy is maintained by a security smart 

contract, assisted by Byzantine Fault Tolerance consen sus. Performance tests demonstrate better transaction 

latency, resource utilization, and scalability, which instill stakeholder trust in secure sharing of health data. 

Aleksandar Nedakovic, et al. (2023) This paper introduces a blockchainbased solution with Hyperledger Fabric 

for increasing trust within healthcare relation ships. It solves the absence of credentials verification tools for 

medical professionals & providing them with full con trol upon their information. The solution is GDPR com 

pliant by retaining only hash values on the blockchain and employs cryptography for patient identification. A UI 

and realworld deployment reveal the solution’s usability and practicality. 

Sabita Khatri, et al. (2023) suggested a blockchain based system on Hyperledger Fabric to amplify healthcare 

management in the middle of COVID19. It makes re mote assistance easier by medical experts, ensures proper 

data collection from patients, and supports government conclusions. The system improves EHR management by 

tackling issues such as data loss, privacy, and inef ficiency in clinical data retrieval. A JavaScript based smart 

contractbased prototype guarantees security and authenticity. The intended solution seeks to enhance healthcare 

management, clinical outcomes, and patient centered care in and after the pandemic. 

Smitha Mohan M, et al. (2023) suggest a solution based on the blockchain with Hyperledger Fabric to im prove 

privacy and security for Electronic Health Records (EHRs). Using smart contracts and access control, the system 

carries on secure client identification, authentica tion, and authorization. Hyperledger Fabric appends an effective 

consensus mechanism to the system, increasing scalability and preserving anonymity. The results of its experiment 

and performance analysis are also mentioned in the paper to prove the effectiveness of the proposed framework 

in securing EHRs. 

Kenza Riahi, et al. (2024) mentioned a database to analyze behavior of nodes in PBFT consensus protocol based 

systems. After analyzing nodes on the basis of se curity, speed, and availability, we categorize them with 

SingleTask and MultiTask Learning mechanisms, in cluding classification accuracies more than 98%. This 

classification process optimizes PBFT consensus by re ducing the number of validation participants, improving 

efficiency without altering the security and performance. 

Yash Madhwal, et al. (2024) Their paper presents an approach based on blockchain which is used to improve 

the efficiency and traceability in hydrogen fuel production using surplus renewable energy to produce, store, and 

dis tribute hydrogen. By tokenizing renewable resources with the ERC 1155 standard, transparency, security, and 

de centralized control are increased. 

Zhenjie Luo, et al. (2024) There is a requirement to explain how engine data can be handled in a blockchain 

environment for the sake of secure sharing as well as safe guarded cooperation. The integration of conventional 

de centralized storage architectures with data sharing poses risks like potential corruption and insufficient data 

assets which highly impacts the efficiency of any model. In this paper, we integrated swarm learning with 

blockchain so that data were properly decentralized with characteristics such as immutability and nonrepudiation. 
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Preeti Soni, et al.(2024) This paper introduces a safe and effective method of hospitals exchanging patient 

medical records through the use of blockchain technology. It is only accessible by authorized users, including doc 

tors, patients, and hospitals, via a threefactor authenti cation mechanism comprising passwords, smartcards, and 

biometric identifiers like fingerprints or facial scans. De spite being stored in single hospital’s database, the system 

makes use of a consortium blockchain, keeping the data safe, immutable, and sharable between several hospitals. 

3. Methodology 

Blockchain in corporation with healthcare data manage ment is obtained in a structured, methodical manner to 

ensure security, scalability, and interoperability. The pro cess starts with data acquisition, which means that test 

results, medical history, diagnosis, and patient records are obtained from various healthcare centers. Reliable 

processing of this information comes next, after which it is prepared for blockchain integration. In order to in 

crease data security, privacy, and access control, there is an implementation of a decentralized and permissioned 

blockchain network in the successive stage, Blockchain Hyperledger Fabric Integration. Authorized staff only has 

access to specific patient records with the help of smart contracts and chain codes with enforcement of limitation. 

Further, data storage and management are achieved via the use of distributed storage solutions like BigchainDB 

and IPFS in order to securely store encrypted health care data while maintaining availability and immutabil ity. 

Interoperability and scalability measures are used in order to encourage wide adoption by allowing seam less 

sharing of data among clinics, hospitals, and medi cal providers while maintaining high transaction volume. 

Without compromising the efficiency, the system is de signed to handle the increasing amounts of data. 

At last, the efficiency, security, and practicability of the system in the real world are checked using valida tion 

and experimental analysis. Performance measures like transactional speed, latency, data entry time, and 

effectiveness of access control are monitored. By im plementing blockchain technology to facilitate private 

sustaining stronger, and transparent healthcare electronic health record management, the method makes sure a 

robust, privatesustaining, and transparent electronic health record administration. Such methods pave the way 

towards a more reliable and decentralized system for healthcare information by addressing some impor tant 

problems regarding to healthcare data safety and exchange. 

3.1. Suggested system model: 

 
Figure 2: Proposed model of Framework 

A blockchain Electronic Health Record system is demon strated in the diagram where physicians, diagnostic cen 

ters, and patients interact with a smart contract to se curely maintain medical records. The smart contract gets 

input from all parties which are involved, guaranteed pri vacy and secure access. The smart contract, after process 

ing these inputs, applies tokenization to formulate a med ical protected record. Through the sureness of providing 

access only to limited permitted users, tokenization in creases the data security. Considering blockchain includ 

ing cryptography techniques, this method supports de centralized, privacyenforcing and tamper resistant man 

agement of healthcare data with minimum unauthorized access while maintaining interoperability among health 

care providers. 
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Figure 3: Patient Transaction flow 

3.2. How blockchain operate in this model 

 
Figure 4: Framework working 

This diagram illustrates how blockchain works in a se cure healthcare datasharing platform. For security and 

integrity, a tokenencrypted file is produced by the di agnostic center. Access is provided with a key for the patient 

in order to maintain control and authorization of a physician. The physician can view data in a single read only 

perspective for security measures. Unauthorized at tempts are blocked in order to prevent data and confiden tiality 

breaches. This blockchain solution has a rustless and decentralized strategy for healthcare data manage ment by 

inhibiting data tampering, enhancing patient control, and ensuring privacycompliant medical record exchange. 

This proposed model further opens opportunities for inte grating and combining the advanced innovations like de 

centralized identity systems and zeroknowledge proofs. On the implementation of DIDs, the patients can make 

use of selfsovereign identities to authenticate them with out being exposing the sensitive information. On the other 

hand, ZKPs can allow patients to prove they meet certain health criteria without exposing their full medical 

history, hence preserving privacy even while enabling nec essary verifications. Furthermore, the tokenization and 

smart contract techniques could be expanded in the fu ture to support the health insurance processes, clinical trials 

as well as personalized medicine applications. Con sidering the example like, insurance companies can verify a 

patient’s treatment records securely without accessing full medical histories. 

There comes overall conclusion like, the approval of a blockchain based Electronic Health Record management 

system comes with a revolutionary approach to health care data security as well as management. On using the 

smart contracts, tokenization, encryption including the decentralized governance, this model makes sure that pa 

tient data is being stored securely, and is transparently accessed and further fully controlled by the patient them 

selves. The system’s design not only increases the oper ational efficiency but also implements the privacy rights 

and regulatory compliance, following the way toward a more secure, patientcentric and technologically advanced 

healthcare ecosystem. [11:44 am, 24/07/2025] Ankit: On integrating blockchain, cryptography, decentralized stor 

age as [11:48 am, 24/07/2025] Ankit: well as the smart contracts, the system makes sure the tamperresistance, 

transparency, interoperability, patient empowerment ba sically. The visionary model not only provides practical 
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solutions for today’s healthcare challenges but also plays a scalable base and foundation for future improvements 

as the healthcare sector continues to evolve in this digital world. This model makes sure that patient data is being 

stored securely, and is transparently accessed and further fully controlled by the patient themselves. 

4. Results 

The Electronic Health care platform developed on the blockchain ensures regulated, decentralized, and secure 

access to medical records. Initially, a patient’s health record is established, and it contains crucial information 

such as name, age, gender, blood group, and special iden tifiers such as wallet addresses. For avoiding unautho 

rized access, medical reports are securely uploaded in an encrypted form. Following the successfully registration 

of a report on the blockchain, the access token is generated immediately. This token, which acts as a cryptographic 

key, allows the controlled access to that protected medical record. 

 
Figure 5: Protected file upload interface for secure medi cal report storage 

After providing doctors and other medical profession als with access to their information through the token, 

patients are a crucial component of data management. This insures that critical medical information can only be 

accessed as well as viewed by authorized individuals only. To eliminate redundant exposure of data, the system 

has precise security measures, comprises a onetime view pol icy that limits the doctors’ access to the record to a 

single viewing. Transparency and traceability are provided by changing the status of the record after access. 

 
Figure 6: Token generation conformation for secure re port upload by Diagnostic 

This mechanism mitigates the risks of centralized data storage, like unauthorized changes, opacity, lack in confi 

dentiality of data data breaches, by leveraging blockchain technology. While smart contracts implement permits 

and automatically access control, blockchain’s immutabil ity ensures the medical record integrity. This method 

increases the trust among stakeholders across the health care ecosystem, guaranties patient privacy, and enforces 

regulatory activities. 
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Figure 7: Doctor’s interface for viewing medical records with timestamps 

Majorly, integrating blockchain technology into EHR administration revolutionizes healthcare data security by 

improving the interoperability, accessibility, and tamper proofness of clinical records and allowing patients more 

control on their information regarding health. 

5. Comparison of Proposed Framework with Existing Framework 

Our newly proposed healthcare framework demonstrates a significant technological advancement compared to ex 

isting systems. In terms of core technology, our frame work employs Hyperledger Fabric + IPFS + Ethereum + 

BigchainDB, offering more decentralization and trans parency than the traditional private blockchain or 

centralized database systems. In security, we introduce Post Quantum Cryptography, providing stronger resilience 

against quantum threats, whereas existing systems still rely on traditional encryption methods like AES and RSA, 

which are vulnerable to future quantum comput ing attacks. AI integration is a key differentiator; our use of 

Federated Learning (PySyft, Flower) and NLP for diagnosis offers more advanced AI capabilities com pared to 

the basic or nonexistent AI/ML models used currently. For realtime analytics, our framework sup ports NLPbased 

insights and AIdriven predictions, en hancing healthcare decisionmaking capabilities, unlike the existing 

frameworks that offer minimal or no AI driven insights. When it comes to the consensus mech anism, our adoption 

of LatticeBased ProofofHealth (PoH) provide better security and scalability compared to the conventional 

ProofofStake and ProofofWork mechanisms. Performance is another area where we outperform; through 

AIaccelerated transactions and op timized smart contracts, we achieve faster transaction speeds and significant 

reduction in blockchain conges tion compared to the slow transactions typically observed in existing frameworks. 

Our storage model leverages BigchainDB and IPFS, which enhances data decentraliza tion and tamperproof 

contributes smart contract capa bilities, and BigchainDB ensures scalability and tamper proof data management. 

In contrast, the existing health care frameworks typically use private blockchains or cen tralized databases, which 

are controlled by a single entity or consortium, reducing transparency and increasing the risk of data breaches. 

Our framework offers decentraliza tion, transparency, and security compared to traditional centralized or 

semicentralized frameworks. Security is a critical concern in healthcare systems where sensitive patient 

information is involved. Our framework adopts PostQuantum Cryptography, ensuring that even quan tum 

computing advancements cannot compromise data integrity. Algorithm demonstrates advanced AI capabil ities, 

ensuring improved diagnosis, realtime assistance, and patient privacy. Realtime analytics is crucial for proactive 

healthcare management. Our system processes patient data through NLPdriven insights and AIdriven predictive 

models, allowing healthcare providers to act swiftly based on realtime health indicators. By contrast, traditional 

systems either lack realtime analytics capabil ities altogether or offer minimal reporting features with out 

predictive intelligence. Our framework delivers better realtime analytics and prediction capabilities than exist ing 

systems, enabling faster and more accurate medical interventions. Healthcare systems need to store large vol umes 

of sensitive information securely and efficiently. We use BigchainDB for decentralized, tamperproof storage of 

structured data and IPFS for decentralized file stor age of large medical files such as Xrays, reports, and imaging 

data. Traditional systems rely heavily on cen tralized cloud storage or even onpremises storage, both of which are 

prone to single points of failure, data loss, and hacking incidents. Our approach provides better data integrity, 
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decentralization, and fault tolerance compared to centralized storage models. Scalability and deployment 

flexibility are key to supporting modern healthcare envi ronments. 

Features Proposed Framework Existing Healthcare Framework 

Core Technology Hyperledger Fabric + IPFS + Ethereum 

+ BigchainDB 

Private Blockchain or Centralized Databases 

Security PostQuantum Cryptography Traditional Encryption (AES, RSA) 

AI Integration Federated Learning (PySyft, Flower), 

NLP for Diagnosis 

Basic Machine Learning (if any) 

RealTime Analytics NLPBased Insights, AIDriven Prediction No AIDriven Insights 

Consensus Mechanism LatticeBased ProofofHealth (PoH) ProofofStake (PoS), ProofofWork (PoW) 

Performance AIAccelerated Transaction, Optimized 

Smart Contract 

Slow Transactions, Blockchain Congestion 

Storage Model BigchainDB (Decentralized, 

TamperProof), IPFS 

Centralized Storage, CloudBased 

Deployment Docker for Scalability, Cloud 

(AWS/GCP) 

Mostly OnPremises or Basic Cloud Hosting 

6. Conclusion 

The research responds to key challenges of healthcare data management through the establishment of system 

based on blockchain integrating with Hyperledger Fabric. Health care has traditionally faced issues such as patient 

data handling, mistrust, and irrevocable threats to data privacy and security. This work presents a permissioned, 

decentralized blockchain architecture towards enabling the administration of EHRs in an electronic, secure, and 

transparent fashion that provides patient centric interop erable healthcare system. Now, this system is envisaged 

to create an efficient mechanism for client identification, authentication, and authorization. Through making use 

of chain code and smart contracts, access control pro cesses are automated and middlemen are removed while 

efficiency and transparency are enhanced. This system’s architecture is found to be sufficient enough in fulfilling 

increasing demands of healthcare systems by providing and integrating the features of Hyperledger Fabric, like 

modular design, private transactions including the plug gable consensus. Among various aspects of the research 

one of the them is its experimental verification, where it verifies that there are huge gains in scalability, privacy 

as well as performance over any other existing system. The experiments verified that it is sufficient enough of pro 

cessing large quantities of data meanwhile ensuring high levels of security and stick to privacy policies. Further, 

its decentralized nature increases trust among its stake holders varies from patients to health care providers to 

insurers, for the immutability including the transparency of involved data 
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